# Privileged Access Workstation (PAW) Checklist

Security best practices for a PAW include:

minimize attack surface & remote attacks to the machine

device is not used for web browsing or emails

do not install random applications on the device

do not plug in USB sticks or external hard drive

airgap from the production network

do not connect using WIFI networks, only wired Ethernet to a secured network or VLAN.